
   

 

National Workshop on Cyber/ICT security in the context of regional and 
international security, use of the Internet for Terrorist Purposes, and Cybercrime  

 
 

DRAFT AGENDA 
 
 

Day One 20 May 
Time  

9.30  – 
10.00 Registration of Participants 

 
 
10.00  – 
10.30 

 
Welcoming Remarks 

 
General Shavkat IKRAMOV, Head, Uzbekistan Police Academy  
 
Ambassador Gyorgy SZABO, OSCE Project Co-ordinator in Uzbekistan  
 

Tour de table and introduction 
 

10.30 – 
10.45 Coffee break 

 
 
 
 
 
10.45 – 
13.15 

 
 

SESSION 1 
Cyber/ICT security in the context of regional and international security/ 

Cyber Diplomacy 
 

This session will review regional/international efforts and processes designed to enhance 
international cyber/ICT security in particular on the policy level and between States.  
 
Presentations 
 

Ambassador (ret.) Daniel STAUFFACHER, President, ICT4Peace 
Foundation, Switzerland 
 
Mr. Peter PEDAK, Advisor, International Law Division, Ministry of Foreign 
Affairs, Estonia 
 
Mr. Karsten GEIER, Head, Cyber Policy Coordination Staff, Federal Foreign 
Office, Germany 
 
 

Moderator: Mr. Ben HILLER, Cyber Security Officer, TNT Department, OSCE   
 

 
Questions and discussion  
 



   
13.15 – 
14.30 Lunch break 

14.30 – 
17.00 

SESSION 2 
Use of the Internet for Terrorist Purposes 

This session will discuss international threats and challenges as well as best practices in 
countering the use of the Internet for terrorist purposes.  
 
Presentations 

Mr. Keith VERRALLS, Detective Inspector, Counter Terrorism Command  
New Scotland Yard, United Kingdom,  
-‐ “UK national law enforcement perspective on challenges, best practices and 

lessons learned in intelligence gathering, investigations and international co-
operation in the field of countering the use of the Internet for terrorist 
purposes”. 

 
Mr. James KEARNEY, Senior Programme Manager, Security and Counter-
Extremism, Institute for Strategic Dialogue, United Kingdom,  
-‐ “Effective counter-narrative strategies to counter extremism online”. 

 
Moderator: Mr. Ben HILLER, Cyber Security Officer, TNT Department, OSCE   

 
Questions and discussion  

 
Day Two 21 May 

Time  
 
 
 
 
 
 
09.00 – 
11.30 
 

SESSION 3 
Cybercrime 

 
This session will provide an overview of current cyber threats and challenges and 
discuss pertinent national and international best practices and countermeasures in 
countering Cybercrime. 

 
Presentations 
 

Mr. Manfred PINNEGER, Cybercrime Unit,  
-‐ “National perspective on challenges, best practices and lessons learnt in 

cybercrime investigations”.  
 
Mr. Patrick JONES, Senior Director, Global Stakeholder Engagement, 
ICANN,  
-‐ “The Internet Corporation for Assigned Names and Numbers role in 

cybercrime investigation”.  
 
Ms. Samantha WOOLFE, Global Partnerships and Development Manager, 
INHOPE,  
-‐ “The International Association of Internet Hotlines support for Online 

Child Abuse Investigation”.  
 
Moderator: Mr. Erwann TOR, Police Affairs Officer – Adviser on Fight Against 
Crime,  OSCE Transnational Threats Department / Strategic Police Matters Unit 
 
Questions and discussion 
 



   
11.30  – 
11.45 Coffee Break 

 
11.45 – 
13.00 

 
SESSION 4 

Ways forward in Uzbekistan - Possible strategies, capacity building needs and policies  
 

This session will discuss current threats and challenges and highlight national 
strategies, capacity building needs and policies in Uzbekistan. 
    

Presentations by National Experts 
 
 
Moderator: Mr. Otabek RASHIDOV, OSCE Project Coordinator in Uzbekistan  

 
 
Questions and discussion  
 

 
13.00 – 
13.30 

Closing Remarks 
 

General Shavkat IKRAMOV, Head, Uzbekistan Police Academy  
 

Ambassador Gyorgy SZABO, OSCE Project Co-ordinator in Uzbekistan  
 

 
 

13.30 – 
14.30 Lunch  

 


