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Dear Participants,

The Cyber Norms Programme at the Leiden University Institute of Security and Global Affairs
(ISGA), in cooperation with the Cyber Policy Institute, has undertaken a comprehensive
literature review on international cyber security and cyber norms. Before moving to new
norm proposals, it is our intent to review the thousands of scholarly views and perspectives
on the issue written in the past years.

We have attached an excerpt of our Cyber Norms Bibliography, containing a list of literature
that we have reviewed since the Programme started in November 2016. We invite the UN
GGE experts to share this material with your academia and experts and encourage them to
plug into this work. Working together will allow us to share knowledge and exchange views
to promote an open, transparent and inclusive discourse on development of international
law and norms of responsible State behavior in the context of information and
communication technologies.

We hope that by connecting to academic institutions in other countries we can include in our
work literature in other languages and views from different authors. Working through these
views and conducting expert consultations on these themes will allow us to contribute
observations on emerging consensus and new noteworthy proposals to the discourse.

The following excerpt of the Bibliography focuses on the general cyber norms discourse.
Further chapters include thematic bibliographies on issues like sovereignty, non-intervention,
cyber espionage, use of force in cyberspace and more. Additional collections of national
positions and studies are available.

Please contact Dr Eneken Tikk, Senior Fellow, the Hague Cyber Norms Programme at ISGA
(e.tikk@fgga.leidenuniv.nl) with requests for cooperation and access to full reference base.

Sincerely,

Eneken Tikk
Senior Fellow
The Hague Cyber Norms Programme
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