
 
 
 
 

 

 
 
 

(see Resolution  2395 (2017) page 4) 
 

“Expressing concern at the increased use, in a globalized society, by terrorists and their supporters of 
new information and communication technologies, in particular the Internet, for the purposes of 
recruitment and incitement to commit terrorist acts, as well as for the financing, planning and 
preparation of their activities, and underlining the need for Member States to act cooperatively to 
prevent terrorists from exploiting technology, communications and resources to incite support for 
terrorist acts, while respecting human rights and fundamental freedoms and in compliance with other 
obligations under international law, 
 
Stressing the need for Member States to act cooperatively to prevent terrorists from exploiting 
information and communication technologies, as well as the need for Member States to continue 
voluntary cooperation with the private sector and civil society to develop and implement more 
effective means to counter the use of the Internet for terrorist purposes, including by developing 
counterterrorist narratives and through technological solutions, all while respecting human rights and 
fundamental freedoms and in compliance with domestic and international law, taking note of the 
industry led Global Internet Forum to Counter Terrorism (GIFCT) and calling for the GIFCT to 
continue to increase engagement with governments and technology companies globally, and 
recognizing the development of the UN CTED-ICT4 Peace Tech Against Terrorism initiative and its 
efforts to foster collaboration with representatives from the technology industry, including smaller 
technology companies, civil society, academia, and government to disrupt terrorists' ability to use the 
internet in furtherance of terrorist purposes, while also respecting human rights and fundamental 
freedoms,” 
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(see Resolution 2396 (2017) page 5) 

 
“Noting with concern that terrorists craft distorted narratives, which are utilized to polarize 
communities, recruit supporters and foreign terrorist fighters, mobilize resources and garner support 
from sympathizers, in particular by exploiting information and communications technologies, including 
through the Internet and social media, 
 
Noting with concern that terrorists and terrorist groups continue to use the Internet for terrorist 
purposes, and stressing the need for Member States to act cooperatively when taking national 
measures to prevent terrorists from exploiting technology and communications for terrorist acts, as 
well as to continue voluntary cooperation with private sector and civil society to develop and 
implement more effective means to counter the use of the Internet for terrorist purposes, including by 
developing counter-terrorist narratives and through innovative technological solutions, all while 
respecting human rights and fundamental freedoms and in compliance with domestic and 
international law, and taking note of the industry led Global Internet Forum to Counter Terrorism 
(GIFCT) and calling for the GIFCT to continue to increase engagement with governments and 
technology companies globally, 
Recognizing the development of the UN CTED-ICT4 Peace Tech Against Terrorism initiative and 
its efforts to foster collaboration with representatives from the technology industry, including smaller 
technology companies, civil society, academia, and government to disrupt terrorists' ability to use the 
Internet in furtherance of terrorist purposes, while also respecting human rights and fundamental 
freedoms, 
 
21. Encourages enhancing Member State cooperation with the private sector, in accordance with 
applicable law, especially with information communication technology companies, in gathering digital 
data and evidence in cases related to terrorism and foreign terrorist fighters;” 
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