
 
 
The questions discussed by Panel Session IV: Cyber Security: Strengthening Mutual 
Cooperation 
 
 
1. What are at present the most important threats to Cyber Peace ? 
 
2. Cyberspace as a Fifth Domain. What is meant by that ? What is the role of Militaries in 
protecting their respective cyberspace from malicious cyber actors, in the context of overall 
national cybersecurity strategies ? Is this concept discussed with and accepted by civil 
society, for instance ? 

2. As one of the new cyber threats the “interference with democratic processes from 
abroad” was mentioned. Is this part of cybersecurity ? Who should handle this nationally 
and internationally and  in which fora ? What countermeasures, if any, are being deployed. 
What is their legal status ?  

3. What could be the role of business and academia (inter alia technology research in AI, 
block chain etc.) in partnering with Governments, including Military, to build a safe and 
secure, open and free cyberspace ? In particular also with view of the 4th Technological 
Revolution ? 

4. What kind of cooperation among stakeholders can and should  be achieved in the short 
and medium term to build a safe and secure, open and free cyberspace ? 

 

 


